AIG COMPANIES

HIPAA NOTICE OF PRIVACY PRACTICES

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE REVIEW IT CAREFULLY.

This Notice is provided to you for informational purposes only.

You are not required to call or take any action in response to this Notice.

This Notice tells you about the ways in which AIG Companies 1 (referred to as “we,” “us,” “our”) may use and disclose your protected health information (PHI) and your rights concerning your PHI. PHI is information about you, including demographic information (like your name, address, or gender), whether oral or recorded in any form or medium, that can reasonably be used to identify you. This information may be collected from you or from members of the health care industry (like doctors or employee benefit plans) and relates to your past, present or future physical or mental health or condition, the provision of health care to you or the payment for that care.

We are required by the Health Insurance Portability and Accountability Act of 1996 (HIPAA) to maintain the privacy of PHI, and to provide you with this Notice about your rights and our legal duties and privacy practices with respect to your PHI. We must follow the terms of this Notice while it is in effect. Some of the uses and disclosures described in this Notice may be limited in certain cases by applicable state laws that are more stringent than the federal standards.

You are receiving this notice because you have insurance under an AIG Companies insurance policy from one of the subsidiaries or affiliates of American International Group, Inc. (collectively, the “AIG Companies” or “we”) listed on this notice.

If the insurance policy you have does not provide payment for the cost of medical care, then this HIPAA Notice does not apply to you. In that case, you will have also received a separate Privacy Notice from us that describes our privacy practices and your rights under state and federal laws related to personal health, financial and other personal information we may have collected about you in the course of conducting business with you.

HOW WE MAY USE AND DISCLOSE YOUR PROTECTED HEALTH INFORMATION

We may use and disclose your PHI for different purposes. As may be appropriate for the particular insurance or plan, the examples below are provided to illustrate the types of uses and disclosures we may make without your authorization as permitted by law for claims payment, health care operations and treatment.

- **Claims Payment.** We use and disclose your PHI to health care providers (physicians), insurance carriers, the state or others for benefit verification and in order to pay for your covered health expenses. For example, we may share your PHI with a health care provider to assist with processing claims or to another health plan to coordinate and/or seek reimbursement for benefit payments. We will share the least amount of information so that payment can be made. Usually, this involves identifying you, your diagnosis and the treatment provided.

- **Health Care Operations.** We use and disclose your PHI in order to perform our health care activities including, but not limited to, quality assessment activities, underwriting, premium rating, premium collection, reinsurance, legal, compliance, actuarial, auditing, or other administrative activities, including data analysis and management or customer service. We may review your health information if it is time for us to reestablish your eligibility for coverage or to conduct reassessments for case review. HIPAA, however, prohibits any use or disclosure of PHI that is genetic information for underwriting purposes. Genetic information means information about (1) your or your family members’ genetic tests, (2) manifestation of a disease or disorder in your family members, or (3) your or your family members’ requests for, or receipt of, a genetic test, counseling or education, or participation in clinical research which includes such test, counseling or education.

---

1 For purposes of this Notice, the AIG Companies include and the pronouns “we,” “us,” “our” and “plan” refer to American General Life Insurance Company,* The United States Life Insurance Company in the City of New York, and National Union Fire Insurance Company of Pittsburgh, Pa..

*This Company does not solicit business in New York.
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- **Treatment.** While we do not provide treatment, we may use and disclose your PHI to assist your health care providers (doctors, dentists, pharmacists, hospitals and others) in your diagnosis and treatment. For example, we may disclose your PHI to providers to provide information about alternative treatments.

- **Plan Sponsor.** We may disclose your PHI to the plan sponsor for purposes that are described in the document that governs the specific plan. However, prior to any such disclosure, the plan sponsor will be required to certify that it will use your PHI in accordance with regulations governing the privacy of your PHI.

- **Enrolled Dependents and Family Members.** We will mail explanation of benefits forms and other mailings containing PHI to the address we have on record for the person who is enrolled in the health plan.

- **Health Claim Vendors.** We may contract with individuals or vendors who are sometimes called “Business Associates” to perform various functions on our behalf or to provide certain types of services. In order to perform these functions on our behalf or to provide these services, Business Associates may receive, create, maintain, use and/or disclose your PHI, but only after they agree in writing with us to implement appropriate safeguards and maintain the privacy of your PHI. For example, we may disclose your PHI to a Business Associate to administer claims or to provide support services, such as underwriting services, actuarial services, legal services, care coordination services, utilization management, pharmacy benefit management or subrogation, but only after the Business Associate enters into a written agreement with us.

**OTHER USES OR DISCLOSURES PERMITTED WITHOUT YOUR AUTHORIZATION**

- **As Required by Law.** We may disclose PHI about you when required or allowed by law to do so.

- **To Persons Involved With Your Care, Your Child’s Care or Payment For That Care.** We may disclose PHI to a person involved with your care, your minor child’s care or payment for health care, such as a family member or your legal designee, when you are incapacitated, unavailable, facing an emergency medical situation, or when permitted by law. We may also disclose limited PHI to a public or private entity that is authorized to assist in disaster relief efforts in order for that entity to locate a family member or other persons that may be involved in some aspect of caring for you. You have the right to stop or limit these disclosures. Unless you inform us otherwise before your death, we may disclose PHI about you to your family members, other relatives or close personal friends to the extent relevant to such person’s involvement, prior to your death, in your care or payment for health care.

- **Public Health Activities.** We may disclose PHI to public health agencies that gather certain information for statistical purposes, for example, the Center for Disease Control, a state department of health, the Federal Food and Drug Administration, for reasons such as preventing or controlling disease, injury or disability.

- **Victims of Abuse, Neglect or Domestic Violence.** We may disclose PHI to government agencies authorized to receive such reports about abuse, neglect or domestic violence.

- **Health Oversight Activities.** We may disclose PHI to government oversight agencies for activities authorized by law, such as audits or inspections.

- **Judicial and Administrative Proceedings.** We may disclose PHI in response to a court or administrative order. We may also disclose PHI about you in certain cases in response to a subpoena, discovery request or other lawful process.

- **Law Enforcement.** We may disclose PHI under limited circumstances to a law enforcement official in response to a warrant, court order or similar process; to identify or locate a suspect, fugitive, material witness or missing person; or to provide information about the victim of a crime. We may also disclose PHI to a correctional institution if you are to become an inmate of a correctional institution.

- **Fraud/Misrepresentation.** We may disclose your PHI to non-affiliated organizations or persons such as other insurance institutions, agents, insurance support organizations, or law enforcement and governmental authorities as necessary to prevent criminal activity, fraud, material misrepresentation, or material nondisclosure in connection with your coverage or application for coverage.

- **Coroners, Funeral Directors, Organ Donation.** We may release PHI about death to coroners, funeral directors, medical examiners or the register of deeds as necessary to allow them to carry out their duties. We may also disclose PHI for procurement, banking or transplantation of organs, eyes or tissue. In the case of organ donation, information must be shared to get a match.
➢ **Research.** Under certain circumstances, we may disclose PHI about you for research purposes that we have approved, provided certain measures have been taken to protect your privacy.

➢ **To Avert a Serious Threat to Health or Safety.** We may disclose PHI about you, with some limitations, to the necessary authorities, when necessary to lessen or avoid a serious threat to your health or safety, or the health or safety of the public or another person.

➢ **Special Government Functions.** We may disclose information as required by military authorities or to authorized federal officials for national security, intelligence activities and disaster relief purposes.

➢ **Workers’ Compensation.** We may disclose PHI to the extent necessary to comply with state law for workers’ compensation programs.

➢ **Military and Veterans.** If you are a member of the armed forces, we may release your PHI as required by military command authorities. We may also release PHI about foreign military personnel to appropriate foreign military authority.

➢ **Government Audits.** We are required to disclose your PHI to the Secretary of the United States Department of Health and Human Services (HHS) when the Secretary is investigating or determining our compliance with the HIPAA privacy rule.

➢ **Schools.** We may disclose proof of immunization to a school where the school is legally required to obtain proof of an individual’s immunizations before admitting the individual as a student, but only with the parent’s consent (or, if the student is old enough, the student’s consent).

**USES OR DISCLOSURES REQUIRING AN AUTHORIZATION**

➢ **Psychotherapy Notes.** We must obtain your authorization for any use or disclosure of psychotherapy notes, except in cases of (1) use by the originator of the psychotherapy notes for treatment, (2) use or disclosure by us to defend ourselves in a legal action or other proceeding brought by you, (3) use or disclosure when required for government audits (see Government Audits) or when required by law (see As Required by Law), (4) use or disclosure for health oversight activities regarding the originator of the psychotherapy notes (see Health Oversight Activities), (5) disclosure to coroners or medical examiners (see Coroners, Funeral Directors, Organ Donation), or (6) use or disclosure to avert a serious threat to health or safety (see To Avert a Serious Threat to Health or Safety).

➢ **Marketing.** We must obtain your authorization for any use or disclosure of your PHI to make a communication promoting a product or service, except for communications in the form of (1) any face-to-face communication we have with you or (2) a promotional gift of nominal value that we provide. If marketing involves our receipt of any payment from or on behalf of a third party whose product or service is being described, the authorization will state that such payment is involved.

➢ **Sale of PHI.** We must obtain your authorization before any sale of PHI, and such an authorization will state that the disclosure will result in our receipt of remuneration. It is not considered a sale of PHI, however, if the disclosure is required by law or is for purposes of (1) a sale, transfer, merger or consolidation of all or part of us with or into another HIPAA-covered entity, (2) our subcontractors (or others on their behalf) performing legitimate services and receiving payment from us only for the performance of such services, or (3) for any other purpose permitted by the HIPAA privacy rule where the only remuneration we (or our business associates) receive is a reasonable cost-based fee for preparing and transmitting the PHI or such other fee expressly permitted by law.

All other uses or disclosures of your PHI not described in this Notice will be made only with your written authorization. You may revoke an authorization at any time in writing, but such revocation will not apply to the extent that we have already taken action in reliance on your authorization. To the extent the authorization was obtained as a condition of obtaining insurance coverage, other law may provide the insurer with the right to contest a claim under the policy or the policy itself.

**YOUR RIGHTS REGARDING YOUR PROTECTED HEALTH INFORMATION**

You have certain rights regarding your PHI that we maintain about you.
Right To Access Your PHI. You have the right to review or obtain copies of your PHI, with some limited exceptions. Your request to review and/or obtain a copy of your PHI records must be made in writing. We may charge a fee for the costs of producing, copying and mailing your requested information, but we will tell you the cost in advance. We may also deny such request. If you are denied access, you may ask that our denial be reviewed. You have a right to receive electronic copies of your PHI, but only to the extent it is electronically maintained.

Right to Amend Your PHI. You have a right to amend your PHI with a written request specifying the reason you are seeking the amendment. We have the right to deny your request to amend your PHI records if (1) we did not create the record, unless you provide a reasonable basis for us to believe that the originator of the PHI is not available to act on the requested amendment, (2) you ask us to amend information that is not part of your record, (3) you ask us to amend information that is not available for inspection under HIPAA, or (4) you ask to amend a record that we determine to be accurate and complete. If we deny your request to amend, we will notify you in writing and include the reason for the denial. You then have the right to submit to us a written statement of disagreement with our decision which will be added to your records, and we have the right to rebut that statement. If we agree to amend the records as requested, we will inform you the amendment has been accepted. We will also make reasonable efforts to inform others, including specific parties named by you of the changes.

Right to an Accounting of Disclosures. You have the right to receive an accounting of disclosures of your PHI made by us during the six years prior to your request. The accounting will not include disclosures of information: (1) made more than 6 years prior to your request; (2) for treatment, payment and health care operations; (3) to you or pursuant to your authorization; (4) to correctional institutions or law enforcement officials; and (5) other disclosures that federal law does not require us to provide an accounting. The first accounting that you request within a 12-month period will be free. For additional accountings within the same time period, we may charge for providing the accounting, but we will tell you the cost in advance. Your request must be made in writing and must state the period of time for which you are requesting an accounting.

Right To Request Restrictions on the Use and Disclosure of Your PHI. You have the right to request that we restrict or limit how we use or disclose your PHI for treatment, payment or health care operations. We may not agree to your request, except where the disclosure is for the purpose of carrying out payment or health care operations and is not otherwise required by law and the PHI pertains solely to a health care item or service that you (or others, other than the insurer, on your behalf) paid for in full out-of-pocket. If we do agree, we will comply with your request unless the information is needed for an emergency. Your request for a restriction must be made in writing. In your request, you must clearly state (1) what information you want to limit; (2) whether you want to limit how we use or disclose your information, or both; and (3) to whom you want the restrictions to apply.

Right To Receive Confidential Communications. You have the right to request that we use a certain method to communicate with you or that we send information to a certain location if the communication could endanger you. Your request to receive confidential communications must be made in writing. Your request must clearly state that all or part of the communication from us in the usual manner could endanger you. Your request must specify how or where you wish to be contacted. We will accommodate all reasonable requests.

Right to a Paper Copy of This Notice. You have a right at any time to request a paper copy of this Notice, even if you had previously agreed to receive an electronic copy. You may obtain a copy of this Notice by contacting our HIPAA Privacy Officer. See the end of this Notice for the contact information.

Contact Information for Exercising Your Rights. You may exercise any of the rights described above by contacting our HIPAA Privacy Officer. See the end of this Notice for the contact information.

Breach Notification Requirements. AIG Companies will comply with the requirements of the Health Information Technology for Economic and Clinical Health Act (“HITECH”) and its implementing regulations, including the final HIPAA Rules, to provide notification to affected individuals, HHS, and the media (when required) if we or one of our business associates discovers a breach of unsecured PHI. Unsecured PHI means PHI that is not secured by a technology standard that renders PHI unusable, unreadable, or indecipherable to unauthorized individuals.
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CHANGES TO THIS NOTICE

We reserve the right to change the terms of this Notice at any time, effective for PHI that we already have about you as well as any information that we receive in the future. We will provide you with a copy of the new Notice whenever we make a material change to the privacy practices described in this Notice and post a copy on our website. You may also use the contact information below to obtain a copy of this Notice.

COMPLAINTS

If you believe your privacy rights have been violated, you may file a complaint, in writing, to the HIPAA Privacy Officer listed at the end of this Notice. Please include your policy number in any complaint. Alternatively, you may file a complaint with the Secretary of the HHS. We will not retaliate against you or penalize you for filing a complaint.

CONTACTING THE HIPAA PRIVACY OFFICER

If you have any complaints or questions about this Notice or you want to submit a written request as required in any of the previous sections of this Notice, please contact:

HIPAA Privacy Officer
Address: 2919 Allen Parkway L3-20
Houston, TX 77019

Email: hipaaquestions@aig.com

Telephone:

<table>
<thead>
<tr>
<th>American General Life Insurance Company (AGL) and The United States Life Insurance Company in the City of New York (US Life)</th>
<th>1800-888-2452</th>
</tr>
</thead>
<tbody>
<tr>
<td>AIG’s Group Benefits</td>
<td>1-800-346-7692</td>
</tr>
<tr>
<td>Long Term Care</td>
<td>1-888-565-3769</td>
</tr>
<tr>
<td>National Union Fire Insurance Company of Pittsburgh, Pa.</td>
<td>1-866-244-4786</td>
</tr>
</tbody>
</table>